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It has been shown using quantum information theory that secure Oblivious Transfer (OT) can be constructed from
a Bit Commitment Resource (BC) [1]. Since OT is complete for multi-party computation (MPC), (i.e. any multi-
party function can be securely evaluated given access to OT resources) in the quantum case, BC is complete for MPC.
Further, secure Coin Flipping (CF) between two mutually distrusting parties can also be constructed from BC. Blum’s
protocol [7] for example, constructs an unfair and biased CF resource given a BC resource [8]. These results indicate
that BC is an important cryptographic primitive. However, Mayers ([2], [3]) and Lo and Chau ([4], [5]) independently
showed that no secure quantum Bit Commitment protocol can be constructed without any assumptions (for example
regarding the operations that the parties can perform on their systems) because the sender can almost always cheat
successfully using entangled Bell states and cleverly chosen measurements/unitaries.

One turns to relativistic protocols in the hope of avoiding such attacks by imposing relativistic causal constraints.
An example is Kent’s 2012 quantum relativistic protocol [6] which is immune to the Mayers-Lo-Chau attack since the
sender splits into two space-like separated agents who can no longer perform suitable unitaries on their joint systems
as long as they remain space-like separated. Like other relativistic BC protocols, this protocol implements a timed
commitment which is secure only within a time window that depends on the time taken by light to travel between
remote agents. However, it only satisfies a non-composable, weakly-binding security definition [9] and can be shown
not be composable with arbitrary protocols i.e. it cannot be securely run as a subroutine in arbitrary protocols. As a
consequence, this protocol cannot be used in the constructions of OT or CF mentioned before. A discussion of why
relativistic protocols fail to construct OT is presented in the Appendix of [10].

The negative results mentioned above are obtained by finding ad hoc examples of protocols where composition
fails. However, without an overall coherent framework for modelling composability in relativistic cryptography, it is
impossible to obtain positive results. Here we introduce a framework for modelling composable cryptographic security
in the presence of classical, quantum and no-signalling adversaries, and apply it to prove new positive and negative
results in relativistic quantum cryptography. We do this by modelling the abstract information processing systems
of the Abstract Cryptography framework [11] as causal boxes [12] (information processing systems that satisfy a
causality condition and are closed under composition).

We show that relativistic bit commitment without any assumptions is also impossible. This is a non-trivial result
since the impossibility result for quantum bit commitment does not directly imply the impossibility for bit com-
mitment in the relativistic case. We prove impossibility of both unfair and biased relativistic CFs. The proof is
general and applies to both classical and quantum relativistic protocols. This implies the required impossibility result
for (relativistic) BC since CF can be constructed from BC and impossibility for the weaker resource (CF) implies
impossibility for the stronger resource (BC).

If the parties have access to a resource such as a secure channel with delay, tasks such as CF and BC become
possible. We show that an unbiased, relativistic CF resource can be constructed from a secure channel with delay
(CD) resource where dishonest players can reduce the channel’s delay to an arbitrary, non-zero value. Relativistic
BC protocols being time restricted, closely resemble a channel with a fixed delay where adversaries cannot reduce the
delay of the channel. Compared to Blum’s non-relativistic construction ([7], [8]) that constructs a biased CF resource
from a BC resource, here we use a weaker resource (CD) to construct a stronger resource (unbiased relativistic CF).

Our framework can also model situations where agents exchange a superposition of different numbers of messages in
a superposition of orders in time [12] and provides an operational framework for studying indefinite causal structures.
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